
Time To Reply is considered a Data Processor within the GDPR guidelines. 
 

 

 
 
Time To Reply stores email header information which includes the TO, FROM, CC and 
SUBJECT LINE of emails we process. The data is stored on AWS servers based in London. 
Other than AWS, the data is not shared with any 3rd party businesses.  
 
Time To Reply uses the data to provide email analytics for our customers. 
 
Data is stored for a period of 2 years and then is permanently deleted, unless a customer 
expressly requests for the data to be held for a shorter or longer period. 
 

 
 
Time To Reply stores data in AWS servers based in London. 
 

 
https://timetoreply.com/privacy-policy/ 
 

https://timetoreply.com/privacy-policy/


 
 

 



Time To Reply uses o365, Gmail, Nylas.com (MS Exchange) or Mimecast as sub processors 
depending on how you decide to connect your mailboxes to Time To Reply for processing. 
 

 
 

 
 
https://brandonline.wufoo.com/forms/gdpr-time-to-reply/ 



 

 
Not applicable to Time To Reply. 
 
 


